**John Smith**

123 Main Street

Anytown, USA 12345

Phone: (555) 555-5555

Email: johnsmith@email.com

**Objective:**

Highly skilled and dedicated Cyber Security professional with a strong background in information security and risk assessment. Seeking a challenging position to utilize my expertise in safeguarding critical data and systems, while effectively managing cyber threats and ensuring compliance with industry standards.

**Education:**

Bachelor of Science in Cyber Security

XYZ University, Anytown, USA

May 20XX

**Certifications:**

Certified Information Systems Security Professional (CISSP)

Certified Ethical Hacker (CEH)

Certified Information Security Manager (CISM)

**Professional Experience:**

Cyber Security Analyst

ABC Company, Anytown, USA

June 20XX - Present

- Perform regular vulnerability assessments and penetration tests to identify and mitigate potential security risks.

- Develop and implement comprehensive security policies, procedures, and guidelines to ensure the integrity and confidentiality of sensitive data.

- Conduct investigations on security incidents, analyze security logs, and provide recommendations for enhancing the organization's security posture.

- Collaborate with cross-functional teams to design and deploy effective security solutions, including firewalls, intrusion detection systems, and data encryption techniques.

- Monitor and respond to security alerts, ensuring timely incident response and resolution.

- Conduct employee training sessions on cyber security best practices and awareness.

- Stay updated with the latest trends and advancements in cyber security to proactively address emerging threats.

Information Security Intern

DEF Company, Anytown, USA

June 20XX - August 20XX

- Assisted in reviewing and updating the company's information security policies and procedures.

- Conducted vulnerability assessments and assisted in penetration testing activities.

- Participated in incident response activities, including analysis of security logs and providing recommendations for remediation.

- Assisted in the implementation of security controls and monitoring tools.

- Conducted research on emerging threats and vulnerabilities to contribute to the organization's risk assessment process.

Skills:

- Strong knowledge of network security protocols, risk assessment methodologies, and security frameworks (ISO 27001, NIST).

- Proficient in conducting vulnerability assessments, penetration testing, and security risk analysis.

- Experience with security tools such as Nessus, Wireshark, and Metasploit.

- In-depth understanding of firewall technologies, intrusion detection systems, and encryption methods.

- Excellent problem-solving and analytical skills with a keen eye for detail.

- Strong communication and interpersonal skills to effectively collaborate with cross-functional teams and present complex technical concepts to non-technical stakeholders.

- Ability to work under pressure and prioritize tasks in a fast-paced environment.

References:

Available upon request